We’re dedicated to protecting our clients and their information.

One of our core values is putting clients first and safeguarding their interests. An essential part of this commitment is taking appropriate steps to protect client information and keep their accounts secure.

Our Code of Ethics and Conduct outlines each associate’s responsibility related to system security, and specifically requires annual security awareness training for all associates. Training is annually updated to address emerging risks and threats. Senior leaders oversee this process and take an active part in approving all relevant training. You can read more about this in our Statement of Policy on Systems Security and Related Issues in the Code of Ethics & Conduct.

T. Rowe Price’s business, technology, and security controls and policies are tested as appropriate through our review process in accordance with local standards / requirements. In addition, we conduct periodic third-party assessments of our cybersecurity program, including network penetrating testing and broad base capability assessment.

We have a dedicated team focusing on cybersecurity, led by our Head of Information Security. We have a designated Head of Privacy who focuses on maintaining strong policies, procedures, and compliance monitoring to help protect the privacy of client personal information.

Additional information on our commitment to security and privacy is available at:

Code of Ethics and Conduct

U.S. & Canada Privacy Notice
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